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Mr. LINDER. Mr. Speaker, I yield 

back the balance of my time, and I 
move the previous question on the res-
olution. 

The SPEAKER pro tempore. The 
question is on ordering the previous 
question. 

The question was taken; and the 
Speaker pro tempore announced that 
the ayes appeared to have it. 

Mr. FROST. Mr. Speaker, on that I 
demand the yeas and nays. 

The yeas and nays were ordered. 
The SPEAKER pro tempore. Pursu-

ant to clause 8 of rule XX, further pro-
ceedings on this motion will be 
postponed.

f 

A FURTHER MESSAGE FROM THE 
SENATE 

A further message from the Senate 
by Mr. Monahan, one of its clerks, an-
nounced that the Senate agrees to the 
report of the committee of conference 
on the disagreeing votes of the two 
Houses on the amendment of the Sen-
ate to the bill (H.R. 1904) ‘‘An Act to 
improve the capacity of the Secretary 
of Agriculture and the Secretary of the 
Interior to plan and conduct hazardous 
fuels reduction projects on National 
Forest System lands and Bureau of 
Land Management lands aimed at pro-
tecting communities, watersheds, and 
certain other at-risk lands from cata-
strophic wildfire, to enhance efforts to 
protect watersheds and address threats 
to forest and rangeland health, includ-
ing catastrophic wildfire, across the 
landscape, and for other purposes.’’

f 

CONTROLLING THE ASSAULT OF 
NON-SOLICITED PORNOGRAPHY 
AND MARKETING ACT OF 2003 

Mr. TAUZIN. Mr. Speaker, I move to 
suspend the rules and pass the Senate 
bill (S. 877) to regulate interstate com-
merce by imposing limitations and 
penalties on the transmission of unso-
licited commercial electronic mail via 
the Internet, as amended. 

The Clerk read as follows:
S. 877

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled,
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Controlling 
the Assault of Non-Solicited Pornography 
and Marketing Act of 2003’’, or the ‘‘CAN-
SPAM Act of 2003’’. 
SEC. 2. CONGRESSIONAL FINDINGS AND POLICY. 

(a) FINDINGS.—The Congress finds the fol-
lowing: 

(1) Electronic mail has become an ex-
tremely important and popular means of 
communication, relied on by millions of 
Americans on a daily basis for personal and 
commercial purposes. Its low cost and global 
reach make it extremely convenient and effi-
cient, and offer unique opportunities for the 
development and growth of frictionless com-
merce. 

(2) The convenience and efficiency of elec-
tronic mail are threatened by the extremely 
rapid growth in the volume of unsolicited 
commercial electronic mail. Unsolicited 

commercial electronic mail is currently esti-
mated to account for over half of all elec-
tronic mail traffic, up from an estimated 7 
percent in 2001, and the volume continues to 
rise. Most of these messages are fraudulent 
or deceptive in one or more respects. 

(3) The receipt of unsolicited commercial 
electronic mail may result in costs to recipi-
ents who cannot refuse to accept such mail 
and who incur costs for the storage of such 
mail, or for the time spent accessing, review-
ing, and discarding such mail, or for both. 

(4) The receipt of a large number of un-
wanted messages also decreases the conven-
ience of electronic mail and creates a risk 
that wanted electronic mail messages, both 
commercial and noncommercial, will be lost, 
overlooked, or discarded amidst the larger 
volume of unwanted messages, thus reducing 
the reliability and usefulness of electronic 
mail to the recipient. 

(5) Some commercial electronic mail con-
tains material that many recipients may 
consider vulgar or pornographic in nature. 

(6) The growth in unsolicited commercial 
electronic mail imposes significant mone-
tary costs on providers of Internet access 
services, businesses, and educational and 
nonprofit institutions that carry and receive 
such mail, as there is a finite volume of mail 
that such providers, businesses, and institu-
tions can handle without further investment 
in infrastructure. 

(7) Many senders of unsolicited commercial 
electronic mail purposefully disguise the 
source of such mail. 

(8) Many senders of unsolicited commercial 
electronic mail purposefully include mis-
leading information in the message’s subject 
lines in order to induce the recipients to 
view the messages. 

(9) While some senders of commercial elec-
tronic mail messages provide simple and re-
liable ways for recipients to reject (or ‘‘opt-
out’’ of) receipt of commercial electronic 
mail from such senders in the future, other 
senders provide no such ‘‘opt-out’’ mecha-
nism, or refuse to honor the requests of re-
cipients not to receive electronic mail from 
such senders in the future, or both. 

(10) Many senders of bulk unsolicited com-
mercial electronic mail use computer pro-
grams to gather large numbers of electronic 
mail addresses on an automated basis from 
Internet websites or online services where 
users must post their addresses in order to 
make full use of the website or service. 

(11) Many States have enacted legislation 
intended to regulate or reduce unsolicited 
commercial electronic mail, but these stat-
utes impose different standards and require-
ments. As a result, they do not appear to 
have been successful in addressing the prob-
lems associated with unsolicited commercial 
electronic mail, in part because, since an 
electronic mail address does not specify a ge-
ographic location, it can be extremely dif-
ficult for law-abiding businesses to know 
with which of these disparate statutes they 
are required to comply. 

(12) The problems associated with the rapid 
growth and abuse of unsolicited commercial 
electronic mail cannot be solved by Federal 
legislation alone. The development and adop-
tion of technological approaches and the pur-
suit of cooperative efforts with other coun-
tries will be necessary as well. 

(b) CONGRESSIONAL DETERMINATION OF PUB-
LIC POLICY.—On the basis of the findings in 
subsection (a), the Congress determines 
that—

(1) there is a substantial government inter-
est in regulation of commercial electronic 
mail on a nationwide basis; 

(2) senders of commercial electronic mail 
should not mislead recipients as to the 
source or content of such mail; and 

(3) recipients of commercial electronic 
mail have a right to decline to receive addi-
tional commercial electronic mail from the 
same source. 
SEC. 3. DEFINITIONS. 

In this Act: 
(1) AFFIRMATIVE CONSENT.—The term ‘‘af-

firmative consent’’, when used with respect 
to a commercial electronic mail message, 
means that—

(A) the recipient expressly consented to re-
ceive the message, either in response to a 
clear and conspicuous request for such con-
sent or at the recipient’s own initiative; and 

(B) if the message is from a party other 
than the party to which the recipient com-
municated such consent, the recipient was 
given clear and conspicuous notice at the 
time the consent was communicated that the 
recipient’s electronic mail address could be 
transferred to such other party for the pur-
pose of initiating commercial electronic 
mail messages. 

(2) COMMERCIAL ELECTRONIC MAIL MES-
SAGE.—

(A) IN GENERAL.—The term ‘‘commercial 
electronic mail message’’ means any elec-
tronic mail message the primary purpose of 
which is the commercial advertisement or 
promotion of a commercial product or serv-
ice (including content on an Internet website 
operated for a commercial purpose). 

(B) TRANSACTIONAL OR RELATIONSHIP MES-
SAGES.—The term ‘‘commercial electronic 
mail message’’ does not include a trans-
actional or relationship message. 

(C) REGULATIONS REGARDING PRIMARY PUR-
POSE.—Not later than 12 months after the 
date of the enactment of this Act, the Com-
mission shall issue regulations pursuant to 
section 13 further defining the relevant cri-
teria to facilitate the determination of the 
primary purpose of an electronic mail mes-
sage. 

(D) REFERENCE TO COMPANY OR WEBSITE.—
The inclusion of a reference to a commercial 
entity or a link to the website of a commer-
cial entity in an electronic mail message 
does not, by itself, cause such message to be 
treated as a commercial electronic mail mes-
sage for purposes of this Act if the contents 
or circumstances of the message indicate a 
primary purpose other than commercial ad-
vertisement or promotion of a commercial 
product or service. 

(3) COMMISSION.—The term ‘‘Commission’’ 
means the Federal Trade Commission. 

(4) DOMAIN NAME.—The term ‘‘domain 
name’’ means any alphanumeric designation 
which is registered with or assigned by any 
domain name registrar, domain name reg-
istry, or other domain name registration au-
thority as part of an electronic address on 
the Internet. 

(5) ELECTRONIC MAIL ADDRESS.—The term 
‘‘electronic mail address’’ means a destina-
tion, commonly expressed as a string of 
characters, consisting of a unique user name 
or mailbox (commonly referred to as the 
‘‘local part’’) and a reference to an Internet 
domain (commonly referred to as the ‘‘do-
main part’’), whether or not displayed, to 
which an electronic mail message can be 
sent or delivered. 

(6) ELECTRONIC MAIL MESSAGE.—The term 
‘‘electronic mail message’’ means a message 
sent to a unique electronic mail address. 

(7) FTC ACT.—The term ‘‘FTC Act’’ means 
the Federal Trade Commission Act (15 U.S.C. 
41 et seq.). 

(8) HEADER INFORMATION.—The term ‘‘head-
er information’’ means the source, destina-
tion, and routing information attached to an 
electronic mail message, including the origi-
nating domain name and originating elec-
tronic mail address, and any other informa-
tion that appears in the line identifying, or 
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